**《大型项目综合实训（A）》周报**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 题目 | AdminLTE2 | | | | 序号 | 15 |
| 学号 | 15110506017 | 姓名 | 赵凯强 | 周数 | 第 11 周 | |
| 专业班级 | 软件1505 | | 日期 | 2018年11月12 日—11月18日 | | |
| **本周任务完成情况**  本周主要完成了对用户访问权限的的处理，让用户没有登陆的时候，是不可以访问拦截以外的网页，只能访问登陆，以及登陆失败的网页，如果在没有登陆的情况下去访问其他网站，就会被拦截然后必须来访问登陆页面，只有登陆以后，才可以进行其他的操作，springSecuity通过配置文件，可以实现对用户登陆以及验证的操作，防止其他用户没有登陆然后就通过网址来访问其他网址。 | | | | | | |
| **存在的问题及解决方案**  1、在domain里更改了数据和代码的时候页面没发生变化  解决方案：需要clean整个项目然后再install一下，才会生效  2、在配置文件中连接Oracle数据库时候超时  解决方案：Oracle数据库挂在远程的虚拟机里，然后由于ip的重置然后连接不到  3、表单的提交的时候没有响应  解决方案：page文件夹及其下面的jsp页面放在WEB-INF下面，扫描不到  4、在前端页面编写的按钮点击事件没有响应  解决方案：没有写onchange：JavaScript:change()，点击事件  5、返回数据时提示404错误  解决方案：没有指定响应头，指定数据类型为json类型 | | | | | | |
| **下周工作计划**  实现对用户的添加，因为是一个管理后台，所以用户不是自行注册而是admin手动添加的，添加完对用的用户，必须有对应的查询以及对用户的全限赋予和控制，并且可以查询用户的详情，并且有一个权限添加和管理的界面，用来管理和控制权限，并且设置对应的权限和角色的关联。 | | | | | | |

说明：

1、周报每5个工作日填写一次，每周的周日前通过网络教学平台提交电子版。

2、存在的问题及解决方案、要实事求是地记录，一旦发现雷同或抄袭现象，均不得分。